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# 

# Purpose

This document defines the security rules and controls required when working with not organization-owned devices inside the <Company> office/network infrastructure. It serves as a central policy document with which all employees and contractors must be familiar and defines actions that all users must follow.

The purpose of this Bring Your Own Device Policy is to provide a comprehensive framework for:

* Ensuring the confidentiality, integrity, and availability of <Company> employees’ PII information.
* Ensuring the confidentiality, integrity, and availability of <Company> trusted parties’ information.
* Ensuring security and integrity of <Company> internal infrastructure.
* Protection from unintentional sensitive data leakage.

# Scope

This policy applies to all employees, users, and third parties who access or use <Company> internal infrastructure.

Resources under the scope of this policy include all not company-owned devices entering the territory of the <Company> office or connecting to the <Company> internal network infrastructure.

# Policy

## Laptops

* <Company> Guest’s network is provided for connections from non-company-owned devices.
* Non-company-owned laptops are prohibited from being used inside the <Company> office. But in case if: (a) The company-owned device was not assigned to an employee or contractor due to security reasons; (b) The company-owned device was not assigned to an employee or contractor due to a temporary contract bearing in mind a short-term task without further cooperation; (c) The company-owned device was not assigned to an employee or contractor due to complications by unexpected troubles in transportation or assignment circumstances.
* Non-company-owned device that meets requirements described below can be used for business purposes:
  + Full corporate security package must be installed on a device.

1. EDR agents.
2. MDM agents.
3. Disk encryption (Linux - Full disk encryption while OS installation; MacOS - FileVault; Windows - BitLocker).
4. SIEM forwarder.
   * Strong device authentication is implemented according to the <Company> Password Management Policy.
   * Corporate environment must be properly separated from the personal one.

* A non-company-owned device can be used but only while connected to the <Company> Guest network
* It is prohibited to connect to the internal <Company> InfoSec network infrastructure from a non-company-owned device.
* It is prohibited to keep any <Company> company and client-related documentation on a non-company-owned device, these documents and information must be stored on corporate Google Drive or other approved cloud storages.
* It is prohibited to install on laptop software from the <Company> Software Blocklist, except for licensed games and messengers from trusted sources.

## Mobile devices

* Personal mobile devices are not prohibited from using inside the <Company> office while connected to the <Company> Guest network.
* It is prohibited to download any company’s or client-related data on personal mobile devices.

# Disciplinary actions

Employees who violate this policy may face disciplinary consequences in proportion to their violation. Management will determine how severe an employee’s offense is and take the appropriate action.

# Change, Review, and Update

This policy shall be reviewed once every year unless the owner considers an earlier review necessary to ensure that the policy remains current. Changes to this policy shall be exclusively performed by the ISMS Manager and approved by the ISMS Committee.

# Responsibility

This is the responsibility of the ISMS Manager to maintain and make sure everyone is aware of this policy.

# Reference

* ISO 27001 A.6 Controls about rules of using non-company-owned devices

# Related Documents

* <Company> Acceptable Use Policy
* <Company> Asset Management Policy
* <Company> Password Management
* <Company> Remote Access Policy